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| UBND TỈNH HẬU GIANG**SỞ THÔNG TIN VÀ TRUYỀN THÔNG** | **CỘNG HÒA XÃ HỘI CHỦ NGHĨA VIỆT NAM****Độc lập - Tự do - Hạnh phúc** |
| Số: /STTTT-IOCV/v rà soát lỗ hổng bảo mật ảnh hưởng cao và nghiêm trọng trong các sản phẩm Microsoft công bố tháng 9/2023  | *Hậu Giang, ngày tháng 10 năm 202**3* |

 Kính gửi:

* Các sở, ban, ngành tỉnh;
* UBND các huyện, thị xã, thành phố.

Thực hiện Công văn số 1664/CATTT-NCSC ngày 21 tháng 9 năm 2023 của Cục An toàn thông tin về việc lỗ hổng bảo mật ảnh hưởng cao và nghiêm trọng trong các sản phẩm Microsoft công bố tháng 9/2023. Theo đó, Microsoft đã phát hành danh sách bản vá với 59 lỗ hổng bảo mật trong các sản phẩm của mình.

Nhằm đảm bảo an toàn thông tin cho hệ thống thông tin của Quý cơ quan,
đơn vị, Sở Thông tin và Truyền thông đề nghị Quý cơ quan, đơn vị thực hiện các
nội dung sau:

1. Kiểm tra, rà soát, xác định các máy tính sử dụng hệ điều hành Windows có khả năng bị ảnh hưởng. Thực hiện cập nhật bản vá kịp thời để tránh nguy cơ bị tấn công theo phụ lục đính kèm Công văn 1664/CATTT-NCSC của Cục An toàn thông tin.

*(Kèm theo Công văn số 1664/CATTT-NCSC của Cục An toàn thông tin)*

2. Tăng cường giám sát và sẵn sàng phương án xử lý khi phát hiện có dấu hiệu bị khai thác, tấn công mạng.

Thông tin liên hệ: Bà Đào Thị Diễm, chuyên viên Trung tâm Giám sát, điều hành đô thị thông minh, Sở Thông tin và Truyền thông tỉnh Hậu Giang, điện thoại: 08483 84837, thư điện tử: diemdt.stttt@haugiang.gov.vn.

Trân trọng./.
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